


The urgent need to end stunting and 
involuntary hunger is finally getting the 
long-awaited national attention with 

the projects and initiatives from the public 
and the private sectors. Successive political 
administrations have tried to reduce the 
severity of malnutrition and child stunting in 
the Philippines, but the needle hardly moved 
and even worsened.

Addressing malnutrition and child stunting 
requires a whole-of-nation approach and 
that means interventions must not only 
tackle the palliatives – i.e. feeding programs 
– but should also consider the other factors 
that exacerbate the problem, such as food 
security, sanitation and hygiene, water, 
among others.

The key anti-hunger project of the 
Department of Social Welfare and 
Development (DSWD) seeks to combat 
stunting and involuntary hunger among 
the food-poor families through its Food 
Stamp Program (FSP). This was highlighted 
in the presentation of Sec. Rex Gatchalian 
during the Management Association of the 
Philippines (MAP) general membership 
meeting last Aug. 10 in Shangri-La The Fort.

FSP aims to deal with the lack of access 
to nutritious, delicious and affordable 

meals, food insecurity, over-production of 
agricultural products and bad eating habits 
of the Filipino people.

Sec. Gatchalian took the opportunity to 
seek the help of MAP in amplifying the needed 
behavioral change mechanism among the 
intended beneficiaries of FSP. The selected 
beneficiaries of this program are the “food-
poor”, defined by the Philippine Statistics 
Authority as those at the bottom of the 
food strata or to put it simply, the families 
of five who do not make beyond P8,000 
and therefore cannot actively participate 
in the workforce due to lack of nutritional 
inputs, with little hope to even improve their 
situation.

Aside from ending involuntary hunger 
among poor families, FSP also targets 
pregnant and lactating women who are in 
the poorer segment by providing them with 
right nutrition-specific intervention at the 
first 1,000 days.

Beneficiaries of this program are chosen 
through DSWD’s Listahanan that picked the 
lowest 1 million plus identified recipients. The 
pregnant and lactating women database of 
the country is not updated so the DSWD will 
work with the local government units (LGUs) 
to identify them through self-registration.

The DSWD aims to deviate from the 
standard voucher-based food programs by 
making FSP digital. Through its Electronic 
Benefit Transfer (EBT) card, a load of 
P3,000 worth of food credits can be used 
by the program beneficiaries to pay for food 
included in the nutrition basket. The EBT card 
becomes the currency to prevent its use for 
items that do not serve to alleviate hunger.

The EBT card can be used at accredited 
retailers (e.g., groceries and Kadiwa ng 
Pangulo, etc) and can be easily swiped on 
a point-of-sale terminal already configured 
and tested by the World Food Programme. 
The beneficiaries get to choose products 
from a desired menu based on the food 
basket developed by the Food and Nutrition 
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Research Institute comprising 50 percent 
carbs, 30 percent protein and 20 percent 
dietary fiber.

The private sector and development 
partners can provide invaluable support to 
the Digital Food Stamp Program by using 
their expertise on communication to effect 
positive social behavior change, promoting 
awareness and undertaking education so 
people will be taught how to eat right and 
monitor the change in their eating habits.

The program is also envisioned to 
protect the most vulnerable when inevitable 
circumstances strike, such as inflation and 
natural disasters that can result in them 
having no food to eat.

Sec. Gatchalian also pointed out the 
overproduction of agricultural products 
being consigned to waste on one hand, while 
many families are languishing in hunger on 
the other. The department plans to eradicate 
this concern by focusing on the farm-to-
table concept where these overproduced 
goods will be consumed by families who are 
food-poor while simultaneously helping our 
poor farmers.

DSWD reformats its social welfare program 
by flipping the ‘dole out’ stereotype that 
persisted over the years. As Sec. Gatchalian 
emphasized, they want to make sure that 
every program that they have is targeted, 
conditional, measurable, uses a whole-of-
society or whole-of-nation approach and 
digital.

Interventions will be given to those 
who need them the most and he urged the 
private sector to help and be a part of nation-
building. This battle has to be fought hand-
in-hand, even through small wins in the long 
game of poverty and hunger.

The program, which is fully-funded by a 
$3-million grant from Asian Development 
Bank, the French Development Agency and 
JICA, will run its pilot starting Oct. 2023. 
After six months, decisions will be made 

if the program should be scaled up until 
the baseline of 300,000 families can be 
augmented to reach its 1-million mark. The 
DSWD counts on the help of MAP in gauging 
the effectiveness of the program through the 
pilot.

FSP is an investment in human capital. 
Private sector companies are growing the 
economy but if our workforce is hungry 
and lacks the necessary energy, there may 
be impediments in generating more jobs 
for more productive people. The best way 
to maximize this investment is through 
education, nutrition and health care.

The program has a lifespan of four 
years with a planned program exit for 
the beneficiaries. They will be asked to 
participate in upskilling programs of the 
Technical Education and Skills Development 
Authority or go to their nearest public 
employment office and look for a job so they 
can participate in the workforce and be part 
of nation-building.

Lastly, education plays a vital role in 
creating behavioral change in the program’s 
beneficiaries. MAP will conduct a macro 
intervention by utilizing various platforms, 
especially social media like TikTok, to 
disseminate information about malnutrition 
and child stunting.

We all aspire to join the ranks of developed 
economies but this will not happen while 
millions of Filipino families still go home, 
sleep and wake up hungry.

There is nothing simple about reversing 
the trend of this social ill and this will be a 
long battle but we need to all work together 
to make sure we win this hunger war.

As Sec. Gatchalian said, we have to end 
human suffering by ending hunger right now.

(The author is president of MAP and the founding 
partner and CEO of Du-Baladad and Associates 
or BDB Law. Feedback at map@map.org.ph and 

dick.du-baladad@bdblaw.com.ph).
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The ever-changing technology in a smart 
and data-centric digital landscape 
connects more Filipinos on advanced 

cyber spaces, making them vulnerable 
to cyber risks. More than a thousand 
cybersecurity incidents have happened and 
continuously pose threats to businesses, 
organizations, and consumers through SIM 
card scamming schemes, cloud exploitation, 
credential theft, and digital fraud attempts.

In an age where cyber threat actors 
become more advanced, creative, and 
sophisticated, leaders are expected to ensure 
that businesses are not only operating 
efficiently but also prepare for what is yet 
to come in a digital aspect. This means that 
employees must continue to validate their 
identity and credentials, and prove their 
level of access through a series of regular 
security checks and verification.

Another alarming problem in cybersecurity 
is the lack of knowledge on the prosecution 
side where most imprisoned cyber criminals 
were released and freely migrate to another 
illegal organization to harm digital consumers. 
Aside from this, with the pandemic opening 
the doors for work-from-home arrangements, 
it exposes employees to a non-secure home 
network and data breaches, especially when 
sites being visited from another device may 

be vulnerable to cybersecurity attacks.

Enterprises and tech giants, such as 
Facebook and Google, may have the most 
advanced network in cybersecurity perimeter 
of defenses, but a single phishing e-mail or 
message can access a consumer’s credentials 
and knock down these gates.

To extensively expand our knowledge, 
cybersecurity governance and building trust 
by championing cybersecurity were tackled in 
an insightful discussion with the Department 
of Information and Communications 
Technology (DICT) Secretary Ivan John E. 
Uy and GCash President and CEO Martha M. 
Sazon during the Management Association of 
the Philippines (MAP) – GCash ICT Summit 
on Aug. 22 at Shangri-La The Fort.

Secretary Uy urged CEOs and managers 
to adopt cybersecurity strategies and prop 
up standard security defenses for their 
companies’ most confidential information 
and infrastructure as these cyber threats 
may potentially damage critical data and 
may impact the economy if compromised.

Another element that plays a crucial 
role in cybersecurity governance is people. 
It is imperative that businesses must 
invest in nurturing and developing a skilled 
cybersecurity workforce. The DICT seeks 
to enhance cybersecurity resiliency by 
maximizing latent talent and skill through 
education, training, and other capacity-
building initiatives.

These skills can go a long way as they will 
immediately increase the value proposition 
for locators to come to the Philippines 
and, eventually, the country may have the 
potential of becoming the cybersecurity 
outsourcing center of the world.

The DICT calls for a collaboration 
between the government and the private 
sector to form a holistic cybersecurity risk 
mitigation as the Department jump starts 
the operationalization of government 
computer emergency response teams with 
cyber threat advisories, real-time updates, 
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and cybersecurity best practices.

In line with this, MAP President Dick Du-
Baladad said that “a robust and effective 
cyber risk management strategy will 
certainly help us avoid substantial financial 
losses that we may incur from cyber-attacks 
and ensure that our business processes 
remain operational, even in the face of cyber 
threats.”

With fraudsters upgrading their tactics, 
companies need to be just as innovative with 
strategies and solutions. As to what GCash’s 
Marts Sazon has emphasized, “We need to 
be one step ahead of the bad guys to protect 
our users.”

Cyber crises will happen, and preparation 
must be always at close range. As a finance 
super app, GCash mandates trust and security 
and commits to the protection of its consumers 
through building a safe and secure platform, 
fostering industry partnerships, harnessing 
data and analytics, and empowering through 
customer education. These are the steps 
that GCash takes to protect its users, and 
which should also be taken as a framework 
for other companies as well.

Raising awareness is crucial for people to 
take their own cybersecurity more seriously 
as this will become a weapon against 
scammers roaming and infiltrating different 
media platforms that consumers regularly 
use. People tend to fall for these scams 
because of fear and believing in good-to-be-
true schemes.

Cyber resiliency is a daunting ability and 
not an overnight acquired solution; several 
steps are needed to enhance this, and we all 
should start by understanding our business 
landscape through company assessment and 
knowing our digital assets while calculating 
the risks that come with it.

To strengthen our cyber resilience, 
everything should be seen at a national, 
company, and consumer level. We must 
ensure that our cyber investments are 

aligned and keep in mind the best practices 
we should utilize as digital players. We 
should leverage automation with precaution, 
adopt DevOps practices, and prioritize agility 
to stay one step ahead from these threats to 
protect our consumers.

The key cybersecurity-related risks that 
companies should watch out for include 
the 4Ps (people, process, policies, and 
protection). Protection tools available in the 
market should be utilized for us to understand 
the occurrence of huge risks, especially with 
cyber-attacks becoming more complex.

Through this, any public and private 
collaboration is considered as a best practice, 
for both sectors to exchange notes on the 
programs being initiated and how it will target 
the ecosystem that threatens cybersecurity.

There are a lot of points where the 
government and the private sector can 
partner up at, such as campaigning on 
platforms that consumers can tap once 
cybercrimes arise.

Filipinos do not shy away from technology; 
we embrace it, but we should also be cautious 
about what links we click and sites we visit. 
As consumers, we should assess and secure 
our digital assets and should not rely solely 
on the security of the apps we download and 
use.

Compliance does not equate to resiliency, 
but with developers putting extra effort in 
securing our shared information online, we 
should also do our part and be aware of the 
cyber risks we may come across in the digital 
world.

Cybersecurity is a shared responsibility as 
we can defend against a swarm of attacks if 
we work as a team. Our identity, information, 
and infrastructure are the most important 
assets of our life, let us not allow these cyber 
criminals steal them from us.
 

Helen P. Macasaet is the chair of the 
Management Association of the Philippines’ ICT 

Committee and an ICT consultant.
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Please register thru the following link: 
 

https://docs.google.com/forms/d/e/1FAIpQLSfIVtEJZR1agfHFCsH1smCPnPWAWcRua9ka41JyqxF-
W6LsiAg/viewform?usp=sf_link
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